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**ВСТУП**

**Актуальність теми.** Сьогодні доступ до мережі Інтернет має половина мешканців України, з яких майже 50 % є користувачами соціальних мереж.

При цьому, поряд із незаперечними позитивними рисами користування, соціальним мережам притаманні також негативні, зокрема: значне марнування часу, в тому числі й робочого; створення передумов до витоку конфіденційної інформації; виникнення психологічної залежності та шкоди здоров’ю; інтелектуальна деградація, заміна реального міжособистісного спілкування віртуальним, сімейні негаразди, інформаційно-психологічний вплив тощо.

**Мета і завдання дослідження.** Метою курсової роботи є теоретичне дослідження особливостей анонімної роботи в мережі Інтернет.

**Об’єктом дослідження** виступають суспільні відносини у сфері інформаційно- аналітичного забезпечення поліцейської діяльності.

**Предметом дослідження** є забезпечення анонімної роботи в мережі Інтернет.

**Структура та обсяг курсової роботи.** Курсова робота складається зі вступу, трьох розділів, висновків та списку використаної літератури. Загальна кількість сторінок –30.

1. **Інформаційно-аналітичне забезпечення діяльності Національної поліції України**

Сьогодні інформаційно-аналітичне забезпечення являє собою самостійну систему, яка характеризується певними принципами організації й управління, що має властиві їй функції та чітко сформульовані цілі розвитку як на найближчий, так і на перспективний періоди, та складається, у свою чергу, з підсистем, між якими існують стійкі структурні зв’язки. ІАЗ організаційно входить до системи керування органами та підрозділами Національної поліції, забезпечуючи у своїй діяльності досягнення завдань і цілей створення останнього.

Інформація в сучасному світі відіграє надзвичайно важливу роль, оскільки наше суспільство фактично складається з різних інформацій, а володіння цією інформацією може в окремих випадках впливати на різноманітні процеси як локального, так і загальнодержавного значення.

Інформація та володіння нею виступає серйозним чинником у системі протидії та запобігання злочинності, оскільки наявність та достовірність її прямо пов’язана із досягненням позитивного результату. У свою чергу, в умовах глобального інформування постає і необхідність здійснення аналітичних операцій, оскільки інформація може бути надана не достовірна або не об’єктивна і саме через це потребує співставлення з іншими фактами, іншими джерелами тощо.

1. **Структура інформаційно-аналітичного забезпечення діяльності Національної поліції України**

Україна за рівнем розвитку інформаційних технологій у світі посідає 56 місце (2016; Всесвітній економічний форум у своїй шостій щорічній доповіді). У попередньому рейтингу Україна займала 71 позицію. Єдина конкурентна перевага, яку має наша країна в цьому аспекті, це традиційно сильні IT-кадри, тобто в Україні дуже високий рівень підготовки програмістів.

На сьогодні важко уявити роботу будь-якого з підрозділів Національної поліції України без інформаційної підтримки та інформаційного забезпечення, накопичення та систематизації інформації в базах даних. Це є наочним підтвердженням загальновідомої тези «хто володіє інформацією, той володіє світом» [16, с.202].

В структурі інформаційно-аналітичного забезпечення профілактичної діяльності Національної поліції України необхідно виділити такі етапи:

**3. Особливості використання соціальних мереж для боротьби зі злочинністю**

Усе більшого поширення набуває спеціальний вид шахрайства, що характеризується використанням соціальних мереж та Інтернет-магазинів (наприклад, Ebay). При цьому злочинці використовують надзвичайно просту технологію, аналогічну розповсюдженню спаму. Так, викравши дані користувача, або “впровадивши” на його сторінку удаваних друзів, зловмисники заманюють “друзів” користувача, які нічого не підозрюють, на сайти Інтернет-магазинів, які спеціалізуються на обмані клієнтів. Це спрацьовує, так як довіра до “друзів” у соціальних мережах є досить значною.

Варто звернути увагу, що зловмисники із соціальних мереж використовують усвоїх цілях найрізноманітнішу інформацію. Наприклад, користувач повідомляє в мережі, що його не буде певний час вдома, цим можуть скористатися зловмисники при вчиненні квартирної крадіжки, угону автотранспорту тощо.

**ВИСНОВКИ**

Підсумовуючи вищевикладене слід зазначити, що інформаційно-аналітичною діяльністю поліції є пошук, внесення, обробка, аналіз та зберігання інформації (створення баз даних), або інформаційно-аналітична робота, основною метою якої є опрацювання даних про злочини, їх зберігання з метою окреслення тенденцій злочинності, а також інформаційної допомоги в розкритті вже вчинених злочинів.
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15. Про телекомунікації: Закон України від 18.11.2003 No 1280-IV. Відомості Верховної Ради України. 2004. № 12. Ст. 155. URL: https://zakon.rada.gov.ua/laws/show/1280-15#Text (дата звернення: 23.01.2021 р.).
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22.Соціальні мережі як чинник розвитку громадянського суспільства: монографія / за ред. О. С. Онищенко, В. М. Горовий, В. І. Попик. К., 2013. 220 с.
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27. Кіберполіція (Україна) / Вікіпедія : матеріали із Вільної Енциклопедії / сайт. URL: https:// uk.wikipedia.org/wiki/%D0%9A%D1%96%D0%B1%D0%B5%D1%80%D0%BF%D0%BE%D0%BB%D1 %96%D1%86%D1%96%D1%8F\_(%D0%A3%D0%BA%D1%80%D0%B0%D1%97%D0%BD%D0%B0). (дата звернення: 23.01.2021 р.).
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