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**ВСТУП**

**Актуальність теми.** Тероризм є обвинувальним вироком всьому людству за помилки минулого, який затьмарив наше сьогодення і ставить під сумнів мирне майбутнє.

На …

Варто зазначити, що існує чимала кількість праць з тематики політичного тероризму взагалі та його інформаційного складника зокрема іноземних авторів, серед яких слід згадати Г. Веймана, П. Вілкінсона, У. Лакера, Б. Накос, Ф. Перла, Б. Хофмана, Р. Шафферта, А. Шміда та ін.

**Мета і завдання дослідження.** Метою роботи є теоретичне …

**Об’єктом дослідження є** тероризм як феномен сучасної міжнародної політики.

**Предметом дослідження є** інфор…

**Практичне значення одержаних результатів** ..

**Структура та обсяг наукової роботи.** Дана робота складається зі вступу, трьох розділів, висновків та списку використаної літератури. Загальна кількість сторінок –32.

**РОЗДІЛ 1**

**ТЕОРОРИЗМ ЯК СОЦІАЛЬНО-ПОЛІТИЧНЕ ЯВИЩЕ**

**1.1.Історичні виміри феномена тероризму**

Слід зазначити, що з вивченням проблеми тероризму ввзагалі складається досить цікава ситуація. По-перше, помітне прагнення якомога оперативніше теоретично осмислити це явище, визначити його фактичне місце в історії, а відтак – і в теорії суспільствознавчої науки (традиційно йдеться про конфліктологію, хоч, думаємо, на часі виокремлення автономного піднапряму – терорології, що пропонують окремі дослідники і що зумовлюється самою значущістю проблеми тероризму). Про це свідчать численні публікації зарубіжних і вітчизняних авторів, котрі намагаються об’єктивно пояснити тероризм взагалі.

По-друге, намітилася чітка тенденція до поглибленого тлумачення сутності цього неординарного явища в системі сучасних глобалізаційних координат.

Події 11 вересня 2001 року актуалізували необхідність з’ясування природи тероризму, зокрема, дали імпульс для здійснення певних історичних порівнянь. Проте звернення до історичних аналогів давало підстави хіба що підтверджувати факт реальної причетності терористичних актів до спроб в такий спосіб розв’язати певну конфліктну ситуацію, причому в окремо взятій …

Підсумовуючи важливо зазначити:

1. Тероризм як суспільне явище пройшов складну історичну еволюцію як іманентна складова процесу цивілізаційного розвитку.

2. ..

**1.2. Методологія дослідження категорії «тероризм» та наукові підходи до визначення поняття**

Якою би «високою» не визнавалася мотивація терористичної діяльності її сподвижниками, суть її апріорі зводиться до жорстоких антигуманних насильницьких дій, що вчиняються злочинцями для масового залякування, для пригнічення волі тих, хто здатен протистояти насильству.

Але таке сприйняття цього явища можна вважати досить загальним і поверхневим уявленням про справжню суть сучасного тероризму. Насправді ж тероризм слід розглядати як багатоаспектне, складне, суперечливе і неоднозначне соціальне явище, через що значно ускладнюється процес чіткого та об’єктивного формулювання такої дефініції, яка б розкривала сутнісну специфіку цього феномена. Існує більше сотні визначень поняття тероризму, однак жодне з них не може претендувати на повне розкриття змісту цієї категорії. З огляду на це перш за все вдамося до розгляду дефінітивних … формулювання, а про тероризм як соціальне явище.

Оскільки тероризм розглядається, насамперед, з метою протидії йому, експерти найчастіше звертаються лише до вирішення законодавчих проблем, кримінально-….

**1.3. Соціокультурні та інформаційні передумови розвитку тероризму**

На Заході інформаційний тероризм часто ідентифікують із кібертероризмом хоча, звичайно ж, вони дві частини одного явища. Інформаційний­ тероризм передбачає цілеспрямовані маніпуляції з інформацією або її підтасування, а в деяких випадках і подача свідомо неправдивих фактів, у результаті якої відбувається залякування населення, поширюється пані­ ка, настрої параноїдальних думок.

Інформаційний тероризм припускає основною своєю метою саме вплив шляхом створення необгрунтованих страхів, занурення в стан жаху. На відміну від цього, кіберзлочини вчиняються з використанням нових технологій, наприклад, пограбування банку через мережу або злом торговельних … дітей на вулиці. Мету терористів було досягнуто - у суспільстві панував страх.

Дестабілізація суспільства чи то у внутрішній політиці країни, між ворогуючими публічними особистостями, чи то у зовнішньополітичних стосунках завдяки інформаційному тероризму стає дедалі популярні­шим. Адже вдалою інформацією можна знищити все, і зброя стане зайвою.

Отже, на ..

**РОЗДІЛ 2**

**ІНФОРМАЦІЙНИЙ ТЕРОРИЗМ: ТЕХНОЛОГІЇ ВПЛИВУ**

**2.1. Поняття інформаційного тероризму та його сутність**

Суть тероризму – насильство з цілю залякування. Суб’єкт терористичного насильства – окремі люди, чи неурядові організації. Об’єкт насилля – влада під маскою окремих урядових виконавців, або окремі представники від суспільства. Крім того, це може бути державна або при- ватна власність, інфраструктура, системи, які забезпечують нормальне життя населення. Ціль насилля – досягнення бажаного для терористів розвитку подій – революція, дестабілізація суспільства, початок війни з іншою державою, отримання незалежності певної території, падіння престижу влади, .. серед членів суспільства, вплив на владні структури, які приймають політичні рішення [14]

Порівнюючи визначення понять «тероризм» та «інформаційний тероризм», складається враження, що інформаційний тероризм не є жахливим. Оскільки відсутні загиблі, поранені. Однак, якщо дослідити його сутність, то сучасний інформаційний тероризм можна охарактеризувати як множину інформаційних війн та спецоперацій, пов’язаних із національними або транснаціональними кримінальними структурами та спецслужбами іноземних держав. Крім того, доступність інформаційних технологій значно підвищує ризики інформаційного тероризму, а розвиток інформаційної інфраструктури суспільства сприяє створенню додаткових ризиків інформаційного тероризму [15].

Інформаційний тероризм поділяють на:

– інформаційно-психологічний тероризм (контроль над ЗМІ для поширення дезінформації, чуток, демонстрації могутності терористичних організацій);

– інформаційно-технічний тероризм (завдання збитків окремим елементам і …

Варто розуміти те, що ..

**2.2.Засоби інформаційної зброї**

Для створення умов для досягнення інформаційної переваги необхідно вирішити п’ять взаємопов’язаних завдань. Перше завдання — створити інтегровану автоматизовану систему управління, зв’язку, розвідки та спостереження, що повинно значно підвищити фундаментальні можливості вирішення наступних завдань.

Другим завданням є забезпечення примусового циркулярного доведення до виконавців важливої інформації в реальному масштабі часу та отримання конкретної інформації за запитами виконавців із баз даних вищих інстанцій.

Третє завдання спрямоване на вирішення питань адекватного співробітництва у розподілі інформації, тобто на забезпечення командного складу штабів і військ за погодженою домовленістю необхідними засобами сполучення, отримання та розподілу інформації.

Після вирішення четвертого завдання збройні сили одержують можливість спільного та узгодженого сприйняття та відображення різними …

Наталя Семен наводить такі інструменти інформаційної війни з боку Росії проти України: дезінформування та маніпулювання; пропаганда; намагання змінити громадську думку; психологічний та психотропний тиск; поширення чуток [21, с. 24].

Таким чином, …

**РОЗДІЛ 3**

**ПОЛІТИКО-ПРАВОВІ ТА ІНФОРМАЦІЙНІ АСПЕКТИ АНТИТЕРОРИСТИЧНОЇ БОРОТЬБИ: МІЖНАРОДНІЙ ДОСВІД**

**ТА УКРАЇНСЬКІ РЕАЛІЇ**

На думку Ю. Костюченка, «державними інститутами має застосовуватися комплексна інформаційна стратегія, спрямована на протидію самовідтворенню та поширенню конфлікту. Ця стратегія має базуватися на концепції рівностійкості інформаційного середовища, тобто стійкості усіх …

У ЄС значна увага приділяється проблематиці раннього виявлення й оперативного реагування на кіберінциденти та кібератаки проти ДЕІР. Так, Стратегія кібербезпеки Європейського Союзу [3] у поняття «кіберзахист» додає виявлення і блокування кібератак, локалізацію їх наслідків незалежно від походження стосовно цивільних об’єктів усіх форм власності, а також встановлення і розслідування кіберзлочинів.

Європейська агенція … культурно- просвітницьких програм.

Державні культурно-просвітницькі програми мають бути спрямовані на інформаційну ..

**ВИСНОВКИ**

Підсумовуючи вищевикладене можливо виділити наступні ознаки інформаційного тероризму:

**…**

**СПИСОК ВИКОРИСТАНОЇ ЛІТЕРАТУРИ**

1.Гушер А. Чума ХХІ века. Азия и Африка сегодня. 2011. № 10. С. 3.
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