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**ВСТУП**

**Актуальність дослідження.** Поняття “інформаційний простір” сформувалося як результат еволюції сфер у геополітичному вимірі, що мають властивості й дають змогу розглядати їх як самостійні простори зі своїми ресурсами, …; маніпулювання, дезінформування, образ, спонукування до самогубства тощо.

**Аналіз останніх досліджень і публікацій.** Методологічною та теоретичною ….

**Об’єктом** дослідження є …

**Предметом** дослідження .. просторі.

**Метою** курсової роботи є ..

Поставлена мета дала можливість конкретизувати декілька дослідницьких **завдань**, а саме:

* розглянути поняття інформаційного простору;
* .. безпеки України.

**Методи дослідження.** Методологічною основою дослідження виступає міждисциплінарний підхід, … досліджуваних явищ та формулювання відповідних юридичних понять.

**Структура курсової роботи**. Робота складається зі вступу, двох розділів, двох підрозділів, висновків та списку використаних літературних джерел.

**РОЗДІЛ 1.ЗАГАЛЬНА ХАРАКТЕРИСТИКА БЕЗПЕКИ ОСОБИ В ІНФОРМАЦІЙНОМУ ПРОСТОРІ**

**1.1.Поняття інформаційного простору**

Сучасне значення поняття "єдиний інформаційний простір" (інфосфера) склалося в результаті еволюції концептуальної схеми розрізнення в сукупному геополітичному просторі областей, що мають властивості і дають змогу .. діяльності, конкуренція. Особливо помітною стає конкуренція внаслідок боротьби за досягнення інформаційної переваги, за володіння розвиненішим інформаційним ресурсом, що відкриває кращі можливості контролю над інформаційним ресурсом супротивника [1].

Інформаційна сфера - сукупність інформації, інформаційної інфраструктури, суб'єктів, що здійснюють збір, формування, поширення і використання інформації, а також системи регулювання відповідних суспільних відносин. Інформаційна сфера - сукупність відносин, що виникають …. стабілізації соціально-політичних відносин у державі на основі впровадження засобів обчислювальної техніки і телекомунікацій.

В Україні соціально-економічні і політичні перетворення, формування ринкової економіки об´єктивно призвели до необхідності суттєвої зміни …

Інформаційно-телекомунікаційні системи функціонують в основному в інтересах державних органів влади і, як правило, без необхідної їх взаємодії. Таке становище призводить до дублювання робіт, надмірності щодо збору первинної інформації, подорожчанню розробок і експлуатації систем. Крім того, як …ли вони знайдуть зацікавленого в них споживача і будуть йому доступні [6].

Таким чином, ..

**1.2. Нормативно-правове забезпечення безпеки особи в інформаційному простор**

Розвиток нормативно-правового забезпечення інформаційної безпеки в Україні обумовлюється виникненням якісно нових соціальних явищ, пов'язаних з інформацією, відповідно, збільшеним увагою законодавця до упорядкування цієї галузі суспільних відносин. Сьогодні все більше збільшується значення інформації в самих різних соціальних процесах. Активне використання засобів обробки та передачі інформації, розвиток нових технологій викликає суттєві зміни в економічній, політичній та інших сферах суспільного життя. Багатьма дослідниками ставиться питання про формування нового інформаційного типу суспільства, що йде на зміну індустріальному суспільству.

Стаття 17 …. норм інформаційної безпеки повинна відбуватись згідно з переліченими конституційними засадами, повністю позбавляючись складних процедур, зайвих перепон та найбільш узгодженою системою норм [7, с. 160].

Цілеспрямоване управління інформаційною сферою є найважливішим фактором оптимізації державного управління включає формування та поширення різних видів інформаційних впливів, управління інформаційними потоками та … системи й процедури, так і про ті, що висвітлюються в Інтернеті.

Таким чином, … відповідних запитів та здійснення захисних заходів. [9, с.28]

[**РОЗДІЛ 2.ОСНОВНІ ЗАГРОЗИ ДЛЯ ОСОБИСТІСНОЇ БЕЗПЕКИ ВІД ДЕСТРУКТИВНИХ ІНФОРМАЦІЙНИХ ВПЛИВІВ**](#_Toc2251887)

**2.1.Характеристика основних видів технологій маніпулювання у міжособистісних** **відносинах**

Аналізуючи наукову літературу щодо маніпулювання, Є. Доценко помітив частий повтор одних і тих самих тем, які в різних поєднаннях як лейтмотиви включаються в коло обговорюваних авторами проблем. Сукупність цих тем він звів до декількох груп:

- оперування інформацією;

…

Л. Вайткунене, описуючи особливості іміджу та стереотипу як засобів і механізмів психологічного впливу, відзначає, що імідж - це спеціально створений образ, у якому "головним є не те, що в реальності, а те, що ми хочемо бачити, що нам потрібно" Цей образ виражає результат "викривлення окремих явищ природи, суспільного життя".

Приховування інформації в якнайповнішому вигляді проявляється в замовчуванні - приховуванні визначених тем. Набагато частіше використовується метод .. витрати на її переробку, ціна за її зберігання, (не) здатність її використання тощо. На поєднанні першого і четвертого положень заснована пропаганда: важливо, щоб люди думали, що інформація їм не потрібна або що вона небезпечна, або що вона дуже обтяжлива для них [12].

Відтак, науковцями маніпуляція розглядається як:

1. Психологічний прихований вплив, що спрямований до спонукання співрозмовника до здійснення цілей, запланованих маніпулятором. Такий вплив завжди є …. Таким способом на першому етапі здійснюється формування бажаної установки в учасників обговорення. Це пояснюється тим, що зміна створеної первинної установки вимагає великих зусиль, ніж її формування [15, с. 179].

З цією ж метою обговорення може припинятися на виступаючому, позиція якого … доводів опонента на його нібито приховані причини і мотиви [18, с.116].

Таким чином, ..

**2.2.Концепція інформаційної безпеки України**

Метою Концепції є забезпечення інформаційного суверенітету та визначення підходів до захисту та розвитку національного інформаційного простору для всебічного інформаційного забезпечення українського суспільства

Ця Концепція інформаційної безпеки України спрямована на створення передумов для розвитку такого потенціалу інформаційної сфери України, за якого забезпечується її випереджальний розвиток, а зовнішні негативні впливи не створюють реальних небезпек національній інформаційній безпеці держави. Ключове ….

Таким чином, ..

**ВИСНОВКИ**

1.Інформаційна сфера - сукупність відносин, що виникають при: формуванні і використанні інформаційних ресурсів на основі створення, збору, обробки, накопичення, зберігання, пошуку, розповсюдження і надання споживачеві …
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