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**ВСТУП**

**Актуальність теми.** Найбільш масштабний в історії комплекс заходів ШВ був здійснений за часів "холодної війни". Як писав у 1946 р. один із "…..

**Метою** курсової роботи є дослідження інформаційно-психологічного протиборства" холодної війни" (1946-1991р)….

Поставлена мета дала можливість конкретизувати декілька дослідницьких **завдань**:…

* ….

**Методи дослідження.** При проведенні ….

**Об’єктом** дослідження є …

**Предметом** дослідження є  …

**Структура курсової роботи.** Робота складається зі вступу, трьох розділів, чотирьох підрозділів, висновків та списку використаних літературних джерел.

**Розділ 1.Значення інформаційної безпеки держави, суспільства та особи**

**1.1.Поняття інформаційних відносин, діяльності, суверенітету та безпеки**

Дослідження такого складного явища, як інформаційна безпека може бути успішним лише за умови наявності розробленого понятійного апарату. Головною складовою цього апарату е система термінів, завдяки яким …. про події та явища, що відбуваються у суспільстві, державі та навколишньому природному середовищі. [1, с. 100]

Але більш повне визначення інформації - це відомості про осіб, предмети, технології, засоби, ресурси, події та явища, що відбуваються в усіх сферах діяльності держави, життя суспільства й у довкіллі, незалежно від форми їх надання; відомості, подані у вигляді сигналів, знаків, звуків, рухомих або …..

- використанням національних інформаційних ресурсів на основі рівноправного співробітництва з іншими державами. [3, с. 15]

Інформаційний суверенітет України, крім цього, має забезпечуватися проведенням цілісної ….. вплив на фізичний стан людини. ІТВ становить загрозу безпеці інформаційно-технічної інфраструктури та фізичному стану людини. [5, с. 197]

Таким чином, …

**1.2. Особливості інформаційної війни як форми ведення інформаційного протиборства**

Інформаційні впливи на масову свідомість існували завжди. Як технологію його використовували ще шамани і жерці, коли вони намагалися "конструювати майбутнє" в тому чи іншому напрямку.

Вперше термін психологічна війна в 1920 р. застосував британський історик Дж. Фуллер, котрий аналізував першу світову війну. І цей термін взяли на озброєння …..

Цікаво, що сучасний термін, який використовує НАТО, а саме інформаційні операції, може використовуватися взагалі при відсутності натяку на бойові дії. Це, наприклад, випадок миротворчих операцій. Проте, як вважають аналітики, мирна ситуація навіть важча для застосування психологічних операцій, оскільки для неї характерна досить динамічна зміна навколишнього середовища, тоді як у випадку військових дій воно має відносно сталий характер. [6, с. 80]….

Психологічні, інформаційні операції в різні періоди різною мірою привертали уваги з боку владних і військових структур. Внаслідок …..

-нанесення збитку життєво важливим інтересам держави в політичній, економічній, оборонній та інших сферах. [9, с. 175]

Таким чином….

**Розділ 2. Особливості психологічних операцій США**

**1.1.Психологічна тактика США у війнах та збройних конфліктах**

Найбільш масштабний в історії комплекс заходів ІПсВ був здійснений за часів “холодної війни”. Досвід психологічних операцій (ПсО), набутий США під час Другої світової війни, був використаний для ІПсВ на війська та населення противника в локальних війнах і збройних конфліктах. При цьому велика увага приділялася питанням підвищення готовності сил і засобів ПсО, удосконаленню їхньої організаційно-штатної структури й тактики дій, підвищенню …..). [10, с. 125]

До початку війни в Кореї у червні 1950 року єдиним оперативним підрозділом ПсВ у СВ США був загін тактичної інформації, створений у 1947 році у Форт-Райлі (штат Канзас). Восени 1950 року загін був перетворений на 1-шу роту гучномовлення та видання листівок, направлену до Кореї, де як підрозділ тактичної ….. військовими радіостанціями, так і через цивільні передавачі. З цією метою використовувалося 19 радіостанцій у містах Сеул, Тегу, Пусан, Токіо. Програми радіомовлення тривали більше двох годин на добу. [11, с. 335]

Усна пропаганда здійснювалася за допомогою гучномовців, які монтували на бойових машинах, у тому числі на танках. Війна в Кореї стала поштовхом для формування нової організації апарату психологічної війни США. Вперше до складу штатних сил і засобів американських ПсО були уведені ….. перші, але важливі кроки у зміні попереднього курсу в цій галузі.

Отже, у …. командира однієї з іракських дивізій, “листівки за силою впливу на моральний дух солдатів поступалися лише повітряним бомбардуванням”. 70% іракських військовослужбовців, які перебували в полоні, під час опитування підтвердили, що саме листівки вплинули на їхнє рішення дезертирувати або здатися в полон. І це попри наказ розстрілювати кожного, в кого буде знайдено листівку противника. [23, с. 318]

…..монополії на інформацію в регіоні.

**1.2.Організаційно-правові аспекти державної політики США у сфері інформаційно-психологічного протиборства**

Дослідження свідчать, що у США чітко прослідковуються два основних рівні реалізації концепції ІВ: державний і військовий.

Мета інформаційної війни на державному рівні

1) доступ до закритих інформаційних ресурсів держави-конкурента та змушення її керівництва до прийняття вигідних для Вашингтона рішень; 2) захист власних ресурсів. За першим напрямком - робота щодо проникнення в системи державного управління ймовірних супротивників США - проводиться ЦРУ, ….. що воно забезпечить необхідну координацію зусиль військових із надання впливу на ставлення до Сполучених Штатів за кордоном, особливо в момент, коли Вашингтон переносить війну з тероризмом за межі Афганістану до Іраку та Ірану. Однак нове …

**Розділ 3. Поняття спеціальної пропаганди СРСР в Афганістані у 1979–1989 рр.**

Перші радянські військові підрозділи з’явилися на території Афганістану в першій половині 1979 року, а у вересні був уведений “обмежений контингент радянських військ”, що, разом з іншими помилками і прорахунками радянського керівництва, призвело до тривалої, виснажливої, руйнівної війни.

Досвід спецпропагандистської діяльності радянських збройних сил в Афганістані досі не отримав належного осмислення й адекватної оцінки значною мірою через традиційну на той час неуважність і поверхове ставлення до інформаційно-….., таємні операції були головною й досить ефективною зброєю CША. Зневажливе ставлення до спецпропаганди переконливо свідчить, що вище керівництво СРСР не мало ані стратегії “холодної війни”, ані планів її ведення. [9, с. 65]

Певним проривом в організації СП в Афганістані стало створення спочатку позаштатних бойових агітаційно-пропагандистських загонів (БАПЗ) бага ….

**ВИСНОВКИ**

1.Інформація (згідно із Законом України "Про інформацію") - це документовані або публічно оголошені відомості про події та явища, що відбуваються у суспільстві, державі та навколишньому природному середовищі.

2…..
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